FOURTH AMENDMENT
TO
MASTER SERVICES AGREEMENT

This FOURTH AMENDMENT ("Fourth Amendment") is effective as of the last date signed by a party ("Fourth Amendment Effective Date") and amends and supplements that certain Master Services Agreement by and between Kankakee County Sheriff’s Department ("you" or "Customer") and Securus Technologies, Inc. ("Provider", "we", or "Securus") dated January 27, 2011, as subsequently amended by that certain First Amendment dated February 3, 2012, Second Amendment dated May 10, 2012, and Third Amendment dated October 8, 2012 (the Master Services Agreement, First Amendment, Second Amendment and Third Amendment collectively the "Agreement").

WHEREAS, Customer and Provider are parties to the Agreement and desire to amend the terms as stated herein;

NOW, THEREFORE, in consideration of the mutual promises and covenants contained herein, the parties agree as follows:

1. Term. This Fourth Amendment shall commence on the Fourth Amendment Effective Date and shall remain in effect through the Term of the Agreement.

2. Applications. The following Applications are hereby added to the Schedule to the Agreement:

   THREADSTM

DESCRIPTION:

The THREADSTM application allows authorized law enforcement users to analyze corrections and communications data from multiple sources to generate targeted investigative leads. THREADSTM has three main components: data analysis, data review, and data import. In addition, THREADSTM offers an optional "community" feature, which allows member correctional facilities to access and analyze corrections communications data from other correctional facilities within the community and data imported by other community members.

Customer’s use of THREADSTM is governed by and conditioned upon execution of the THREADSTM Use Agreement attached hereto as Exhibit C. The obligations set forth therein are in addition to and not in lieu of the terms and conditions in the Agreement. In the event of a conflict between the Agreement and the terms of the THREADSTM Use Agreement, however, the THREADSTM Use Agreement shall prevail.

WORKSTATION REQUIREMENTS:

<table>
<thead>
<tr>
<th>WORKSTATION REQUIREMENTS</th>
</tr>
</thead>
<tbody>
<tr>
<td>Processor</td>
</tr>
<tr>
<td>Operating System</td>
</tr>
<tr>
<td>Browser</td>
</tr>
<tr>
<td>Memory</td>
</tr>
<tr>
<td>Drive</td>
</tr>
<tr>
<td>Display</td>
</tr>
<tr>
<td>Peripherals</td>
</tr>
<tr>
<td>Internet</td>
</tr>
<tr>
<td>Installed Software</td>
</tr>
</tbody>
</table>

*XXP Media center edition not supported

COMPENSATION:

A non-commissionable license fee of $0.10 will be added to the "per call charge" calling rates in compliance with state and federal regulatory requirements for all intrastate, interstate and international calls and will not be billed separately.

COMMUNITY FEATURE:

Customer has elected to opt in to the community feature. The community feature allows authorized users access to analyze communications data generated from other corrections facilities within the community, as well as any data imported or added by other authorized community members. Customer acknowledges and understands that data from its facility or facilities will be made available to the community for analysis and review.
LOCATIONS BASED SERVICES

DESCRIPTION

Securus' Location Based Services ("LBS") provides Customer with a mobile device user's approximate geographical location ("Mobile Location Data" or "MLD") by way of (i) information derived from calls placed on a Securus device by an inmate confined at a Customer Facility and received by such mobile device user, or (ii) mobile device user Information (such as mobile device number) provided to Securus by Customer. When a mobile device user's prior approval is required by law for MLD to be provided to Customer, such approval will be obtained in accordance with wireless carrier-approved disclosure and opt-in processes. LBS will capture approximate latitude and longitude coordinates of a mobile device user at the times at which the called party accepts the call, and when the call ends. LBS will display geographical information on a map and will combine covert alert functionality with approximate geographical coordinates when calls are accepted by the called party or end, and operate on demand in (near) real time.

Customer's use of LBS is governed by and conditioned upon execution of the Location-Based Services Use Agreement attached hereto as Exhibit D. The obligations set forth therein are in addition to and not in lieu of the terms and conditions of the parties' Agreement. In the event of a conflict between the Agreement and the terms of the Location-Based Services Use Agreement, however, the Location-Based Services Use Agreement shall govern.

COMPENSATION:

A non-commissionable validation recovery fee of $0.22 will be added to the "per call charge" calling rates in compliance with state and federal regulatory requirements for all intrastate, interstate and international calls and will not be billed separately.

3. Except as expressly amended by this Fourth Amendment, all of the terms, conditions and provisions of the Agreement shall remain in full force and effect.

EXECUTED as of the Fourth Amendment Effective Date.

<table>
<thead>
<tr>
<th>CUSTOMER:</th>
<th>PROVIDER:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Kankakee County Sheriff's Department</td>
<td>Securus Technologies, Inc.</td>
</tr>
<tr>
<td>By: Michael D. Denten (Chief of Corrections)</td>
<td>By: Robert Pickens (Chief Operating Officer)</td>
</tr>
<tr>
<td>Date: 3/25/13</td>
<td>Date: 3-29-13</td>
</tr>
</tbody>
</table>

Please return signed contract to:

14651 Dallas Parkway
Sixth Floor
Dallas, Texas 75254

Attention: Contracts Administrator

Phone: (972) 277-0300
Exhibit C: THREADS™ USE AGREEMENT
KANKAKEE COUNTY SHERIFF’S DEPARTMENT (IL)

This THREADS™ Use Agreement is by and between Kankakee County Sheriff’s Department (“Customer”) and Securus Technologies, Inc. (“we,” “us,” or “Provider”) and is part of and governed by the Master Services Agreement (the “Agreement”) executed by the parties. The obligations set forth herein are in addition to and not in lieu of the terms and conditions of the Agreement, which are incorporated herein by reference. This THREADS™ Use Agreement shall be effective as of the last date signed by either party and shall be coterminous with the Agreement.

1. COMPLIANCE WITH APPLICABLE LAWS. Customer will comply with all privacy, consumer protection, marketing, and data security laws and government guidelines applicable to Customer’s access to and use of information obtained in connection with or through the THREADS™ application. Customer acknowledges and understands that the Provider is solely responsible for its compliance with such laws and that Provider makes no representation or warranty as to the legality of the use of the THREADS™ application or the information obtained in connection therewith. Provider shall have no obligation, responsibility, or liability for Customer’s compliance with any and all laws, regulations, policies, rules or other requirements applicable to Customer by virtue of its use of the THREADS™ application.

2. SECURITY. Customer acknowledges that the information available through the THREADS™ application includes personally identifiable information and that it is Customer’s obligation to keep all such accessed information secure. Accordingly, Customer shall (a) restrict access to THREADS™ to those law enforcement personnel who have a need to know as part of their official duties; (b) ensure that its employees (i) obtain and/or use information from the THREADS™ application only for lawful purposes and (ii) transmit or disclose any such information only as permitted or required by law; (c) keep all user identification numbers confidential and prohibit the sharing of user identification numbers; (d) use commercially reasonable efforts to monitor and prevent against unauthorized access to or use of the THREADS™ application and any information derived therefrom (whether in electronic form or hard copy); (e) notify Provider promptly of any such unauthorized access or use that Customer discovers or otherwise becomes aware of; and (f) unless required by law, purge all information obtained through the THREADS™ application and stored electronically or on hard copy by Customer within ninety (90) days of initial receipt or upon expiration of retention period required by law.

3. PERFORMANCE. Customer understands and acknowledges that all information used and obtained in connection with the THREADS™ application is “AS IS.” Customer further understands and acknowledges that THREADS™ uses data from third-party sources, which may or may not be thorough and/or accurate, and that Customer shall not rely on Provider for the accuracy or completeness of information obtained through the THREADS™ application. Customer understands and acknowledges that Customer may be restricted from accessing certain aspects of the THREADS™ application which may be otherwise available. Provider reserves the right to modify, enhance, or discontinue any of the features that are currently part of the THREADS™ application. Moreover, if Provider determines in its sole discretion that the THREADS™ application and/or Customer’s use thereof (1) violates the terms and conditions set forth herein and/or in the Agreement or (2) violates any law or regulation or (3) is reasonably likely to be so determined, Provider may, upon written notice, immediately terminate Customer’s access to the THREADS™ application and shall have no further liability or responsibility to Customer with respect thereto.

4. WARRANTIES/LIMITATION OF LIABILITY. Provider shall have no liability to Customer (or to any person to whom Customer may have provided data from the THREADS™ application) for any loss or injury arising out of or in connection with the THREADS™ application or Customer’s use thereof. If, notwithstanding the foregoing, liability can be imposed on Provider, Customer agrees that Provider’s aggregate liability for any and all losses or injuries arising out of any act or omission of Provider in connection with the THREADS™ application, regardless of the cause of the loss or injury, and regardless of the nature of the legal or equitable right claimed to have been violated, shall never exceed $100.00. Customer covenants and promises that it will not seek to recover from Provider an amount greater than such sum even if Customer was advised of the possibility of such damages. PROVIDER DOES NOT MAKE AND HEREBY DISCLAIMS ANY WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE THREADS™ APPLICATION. PROVIDER DOES NOT GUARANTEE OR WARRANT THE CORRECTNESS, COMPLETENESS, LEGALITY, MERCHANTABILITY, OR FITNESS FOR A PARTICULAR PURPOSE OF THE THREADS™ APPLICATION OR INFORMATION OBTAINED IN CONNECTION THEREWITH. IN NO EVENT SHALL PROVIDER BE LIABLE FOR ANY INDIRECT, INCIDENTAL, OR CONSEQUENTIAL DAMAGES, HOWEVER ARISING, INCURRED BY CUSTOMER FROM RECEIPT OR USE OF INFORMATION OBTAINED IN CONNECTION WITH THE THREADS™ APPLICATION OR THE UNAVAILABILITY THEREOF.

5. INDEMNIFICATION. Customer hereby agrees to protect, indemnify, defend, and hold harmless Provider from and against any and all costs, claims, demands, damages, losses, and liabilities (including attorneys’ fees and costs) arising from or in any way related to Customer’s use of the THREADS™ application or information obtained in connection therewith.

AGREED TO AND ACCEPTED:

<table>
<thead>
<tr>
<th>CUSTOMER:</th>
<th>PROVIDER:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Kankakee County Sheriff’s Department</td>
<td>Securus Technologies, Inc.</td>
</tr>
<tr>
<td>By: Michael D. Dinwiddie</td>
<td>By: Robert Pickens</td>
</tr>
<tr>
<td>Name: Michael D. Dinwiddie</td>
<td>Name: Robert Pickens</td>
</tr>
<tr>
<td>Title: Chief of Corrections</td>
<td>Title: Chief Operating Officer</td>
</tr>
<tr>
<td>Date: 8/25/13</td>
<td>Data: 4-1-17</td>
</tr>
</tbody>
</table>

© Securus Technologies, Inc. - Proprietary & Confidential
EXHIBIT D: LOCATION-BASED SERVICES USE AGREEMENT
KANKAKEE COUNTY SHERIFF’S DEPARTMENT (IL)

This Location-Based Services Use Agreement is by and between Kankakee County Sheriff’s Department ("Customer") and Securus Technologies, Inc. ("we," "us," or "Provider"), and is part of and governed by the Master Services Agreement (the "Agreement") executed by the parties. The obligations set forth herein are in addition to and not in lieu of the terms and conditions of the Agreement, which are incorporated herein by reference. This Location-Based Services Use Agreement shall be effective as of the last date signed by either party and shall be coterminous with the Agreement.

1. COMPLIANCE WITH APPLICABLE LAWS. Customer will comply with all privacy, consumer protection, marketing, and data security laws and government guidelines applicable to Customer’s access to and use of information obtained in connection with or through the Location-Based Services application. Customer acknowledges and understands that the Customer is solely responsible for its compliance with such laws and that Provider makes no representation or warranty as to the legality of the use by Customer of the Location-Based Services application or the information obtained in connection therewith. Provider shall have no obligation, responsibility, or liability for Customer’s compliance with any and all laws, regulations, policies, rules or other requirements applicable to Customer by virtue of its use of the Location-Based Services application.

2. SECURITY. Customer acknowledges that the information available through the Location-Based Services application includes personally identifiable information and that it is Customer’s obligation to keep all such accessed information secure. Accordingly, Customer shall (a) restrict access to Location-Based Services to those law enforcement personnel who have a need to know as part of their official duties; (b) ensure that its employees (i) obtain and/or use information from the Location-Based Services application only for lawful purposes and (ii) transmit or disclose any such information only as permitted or required by law; (c) keep all user identification numbers confidential and prohibit the sharing of user identification numbers; (d) use commercially reasonable efforts to monitor and prevent against unauthorized access to or use of the Location-Based Services application and any information derived therefrom (whether in electronic form or hard copy); (e) notify Provider promptly of any such unauthorized access or use that Customer discovers or otherwise becomes aware of; and (f) unless required by law, purge all information obtained through the Location-Based Services application and stored electronically or on hard copy by Customer within ninety (90) days of initial receipt or upon expiration of retention period required by law.

3. PERFORMANCE. Customer understands and acknowledges that all information used and obtained in connection with the Location-Based Services application is "AS IS." Customer further understands and acknowledges that Location-Based Services uses data from third-party sources, which may or may not be thorough and/or accurate, and that Customer shall not rely on Provider for the accuracy or completeness of information obtained through the Location-Based Services application. Customer understands and acknowledges that Customer may be restricted from accessing certain aspects of the Location-Based Services application which may be otherwise available. Provider reserves the right to modify, enhance, or discontinue any of the features that are currently part of the Location-Based Services application. Moreover, if Provider determines in its sole discretion that the Location-Based Services application and/or Customer’s use thereof (1) violates the terms and conditions set forth herein and/or in the Agreement or (2) violates any law or regulation or (3) is reasonably likely to be so determined, Provider may, upon written notice, immediately terminate Customer’s access to the Location-Based Services application and shall have no further liability or responsibility to Customer with respect thereto.

4. WARRANTIES/LIMITATION OF LIABILITY. Provider shall have no liability to Customer (or to any person to whom Customer may have provided data from the Location-Based Services application) for any loss or injury arising out of or in connection with the Location-Based Services application or Customer’s use thereof. If, notwithstanding the foregoing, liability can be imposed on Provider, Customer agrees that Provider’s aggregate liability for any and all losses or injuries arising out of any act or omission of Provider in connection with the Location-Based Services application, regardless of the cause of the loss or injury, and regardless of the nature of the legal or equitable right claimed to have been violated, shall never exceed $100.00. Customer covenants and promises that it will not seek to recover from Provider an amount greater than such sum even if Customer was advised of the possibility of such damages. PROVIDER DOES NOT MAKE AND HEREBY DISCLAIMS ANY WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE LOCATION-BASED SERVICES APPLICATION. PROVIDER DOES NOT GUARANTEE OR WARRANT THE CORRECTNESS, COMPLETENESS, LEGALLY, MERCHANTABILITY, OR FITNESS FOR A PARTICULAR PURPOSE OF THE LOCATION-BASED SERVICES APPLICATION OR INFORMATION OBTAINED IN CONNECTION THERewith. IN NO EVENT SHALL PROVIDER BE LIABLE FOR ANY INDIRECT, INCIDENTAL, OR CONSEQUENTIAL DAMAGES, HOWEVER ARISING, INCURRED BY CUSTOMER FROM RECEIPT OR USE OF INFORMATION OBTAINED IN CONNECTION WITH THE LOCATION-BASED SERVICES APPLICATION OR THE UNAVAILABILITY THEREOF.

5. INDEMNIFICATION. Customer hereby agrees to protect, indemnify, defend, and hold harmless Provider from and against any and all costs, claims, demands, damages, losses, and liabilities (including attorneys’ fees and costs) arising from or in any way related to Customer’s use of the Location-Based Services application or information obtained in connection therewith.

AGREED TO AND ACCEPTED:

CUSTOMER:

Kankakee County Sheriff's Department

By: [Signature]

Name: Michael D. Dwyer

Title: Chief of Corrections

Date: 3-25-13

PROVIDER:

Securus Technologies, Inc.

By: [Signature]

Name: Robert Pickens

Title: Chief Operating Officer

Date: 3-29-13